
1

Setting Up MFA with Microsoft 365

1 After logging in to outlook.com, portal.office.com, or navigating to
https://login.microsoftonline.com/kmsi, you may be prompted to "keep your
account secure."

This is the beginning of the Multifactor Authentication (MFA) setup process for
your Microsoft 365 (Email) access.

https://login.microsoftonline.com/kmsi
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2 Click Next

3 Click "Next" to setup MFA with Microsoft Authenticator.

If you choose to set up a different method, please scroll down to the "Phone
(SMS)" setup.
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Microsoft Authenticator - App Installation

At this point, you will need to go to the App Store on Apple iOS devices, or the
Google Play store on Android devices and download the "Microsoft Authenticator"
app. Ensure the publisher is "Microsoft".

For assistance, please email techsupport@parisjc.edu.

Below are QR codes for the respective stores.
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4 Microsoft Authenticator:

Once you have installed the app, follow the directions below and then click Next.

5 Microsoft Authenticator:

Using the app:

  • Click the "+" in the upper right hand corner.
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6 Microsoft Authenticator:

Using the app:

  • Select "Work or school account".
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7 Microsoft Authenticator:

Using the app:

  • Select "Scan QR code."
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8 Microsoft Authenticator:

Using the app:

  • Scan the QR code displayed on your screen
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9 Microsoft Authenticator:

Back on your computer, click "Next"
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10 Microsoft Authenticator:

Input the number displayed on your computer screen into your Microsoft
Authenticator app. Once complete, you will automatically be redirected to the
screen below.

Click "Next"

11 Phone (SMS):

Click "I want to set up a different method"
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12 Phone (SMS):

Click "Get a call or text to sign in with a code"
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13 Phone (SMS):

Click the "Enter phone number" field and enter your desired SMS-enabled phone
number.



12

14 Phone (SMS):

Once you've entered your phone number, select "Receive a code" or "Call me".

Click "Next"

SMS Code vs Call

You can always decide if you would rather get a call over receiving a code. The
option for either call or code are presented each time you log in and choose an
MFA method.

This guide uses "Receive a code" for demonstration purposes.
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15 Phone (SMS):

Click the "Enter code" field. And enter the code sent to your phone.

16 Phone (SMS):

Once your code is entered, click "Next"
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17 Phone (SMS):

Verification should complete successfully. If not, please try again or reach out to
techsupport@parisjc.edu

Click "Next"

mailto:techsupport@parisjc.edu
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18 Phone (SMS):

Click "Done"
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19 Sign in:

Once your preferred MFA method setup is complete, you will be redirected to
login, this time using your recently created MFA method.

In the following Phone (SMS) example, we will click "(Your number)‎"

20 Enter the code sent to your phone and then click "Verify".
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21 Verify your MFA registrations:

Once complete, you can verify your MFA registrations here:
https://mysignins.microsoft.com/security-info

This page displays the various methods used for MFA.

22 That is all! If you have issues or questions with MFA setup, please reach out to
techsupport@parisjc.edu

https://mysignins.microsoft.com/security-info
mailto:techsupport@parisjc.edu

